KPMG.

JAPANESE
PRACTICE
KPMGE+HEFKSE M -—1-AL%-
= KEERICRD Corporate Restructuring;
YARSOF2UY A Look at the American Experience
MENE Strategies for Protecting Against
RERENE and Preparing for Tax Examinations

J B FETADFKMAR LS B Detecting and Deterring Fraud

ALS0 IN THIS ISSLE__ ALSO IN THIS EBSLE
\ KPMGEARARRED New KPMG Japanese Practice
L Bl b Brochure Available

KPMG. 2230108 FILHRICEDE, KPMG to Expand Global Internet Services
0=l A rg=3 k- H=EIEE{E through Cisco’s 51 Billion Investment

~

whanaLug kpmyp.comjapanesepracticeT LCRICCHET  Also available af wena.us. kpmg.comjapanesepractice

| RN RN | | e




(TR S e o e, R T |
Detecting and Deterring Fraud

By Allan B, Pabtta (Senior Masager, Inlomation Rirk Masagement, New York office| spaliortaCripmy rom

A consequence of complex information systems and the advent of "Internet speed” is an
environment ripe for employee fraud. Adding fwel to the frawed fire are layoffs, job restructuring,
mergers, and acquisitions, which can adversely affect employee allegiance. 5o how do you
minimize your risk to the growing threat of employee fraud? In KPMG's most recent study of
business fraud, 51 percent of the respondents indicated that intemal controls are the key ta
discovering and determing fraud. Clearly stated policies, effective controls, and swilt,
appropriate discipline are isols you can use to create an envirenment that discourages fraud,
There are many technigues you can use, from instituting & few controls that reduce risk ta
creating a Special lnvestigation Unit (SIU] that reports to the basrd of direciors’ audit committer,

Establizshing a Frawd Determence Program

When developing a frand deterrence
program here are several factors that
should be under consideration. First, you
should review your operations for aneas
mest at risk 1o frand. You'll wind o
make sure that your new policies address
these high risk arcas,

Once you get the lay of the land, the
tone for frawd wlerance should come
from the top. The top executive must
establish clear policies and gundelines on
condduct that reflect zero tolerance for
frandulemt behavior. Prevention of frud
15 nob something (o be delegated,
everyone is reaponsible for preventing it

A key factor For fraud deterrence is the
COmpany cilture. Al levels of
management must lead by examiple,
Executives should avedd making
exceptions for themselves or creating an
environment whenz anyome 15 shove the
rules, Forexample, if managers are nd
allowed 1o accept gifis or kickbacks from
vendors, then executives shoald nog be
allowed o accepl Fil'l'\. from business
pariners or odher organizations.

When implementing internal controls
and personnel policies, make sure they
are clear and will be effective in practice.
Inwvestigate their effectiveness and ensure
they are being followed on a regular
basis. While it's imporiant to have
direction from the top, emplovess also
need (o be educated on the benefits of
fraud deterrence policies.

Finally, adopt firm disciplinary policies
that wall set the wne for a tough stand on
fraud and which are applhied equitably.
Employees need to know that fraud is not
acceptable and it wall nod be tolerated.

Fraud Tool Box
There wre several tools that can be used
to help minimize the sk of fraod.
Following 1s a list of some actical, cost-
cffective internal comtrals that have been
successfully implemented ar many
COMPanies:
= Thorough background and reference
checks om all new employees
= A& wnitten code of conduc
* An employee hotline for reporting fraud
Cantinued on Fage 15 k
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